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students to succeed both academically and personally.  Firm, optimistic leader who has excellent 
relationships with professors, administration, and students. successful in choosing and implementing the 
top instruction materials combined with special experience and knowledge. a careful, committed role 
model who is competent in most subject areas. always working to provide a colorful and interesting 
learning environment. Exceptional proven history of research success with multiple published articles.
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